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(1) the criminal justice system in Russia 

has not accorded Mikhail Khodorkovsky and 
Platon Lebedev fair, transparent, and impar-
tial treatment under the laws of the Russian 
Federation; 

(2) the standing and status of the Russian 
Federation among the democratic nations of 
the world would be greatly enhanced if the 
authorities of the Russian Federation were 
to take the necessary actions to dispel wide-
spread concerns that— 

(A) the criminal cases against Mr. 
Khodorkovsky, Mr. Lebedev, and their asso-
ciates are politically motivated; 

(B) the transfer of Mr. Khodorkovsky and 
Mr. Lebedev to prison camps thousands of 
kilometers from their homes and families 
represents a violation of the norms and prac-
tices of Russia law; and 

(C) in cases dealing with perceived polit-
ical threats to the authorities, the judiciary 
of Russia is an instrument of the Kremlin 
and such judiciary is not truly independent; 
and 

(3) notwithstanding any other disposition 
of the cases of Mr. Khodorkovsky and Mr. 
Lebedev, and without prejudice to further 
disposition of same, Mr. Khodorkovsky and 
Mr. Lebedev should be transferred to penal 
facilities with locations that are consonant 
with the norms and general practices of Rus-
sia law. 

f 

SENATE RESOLUTION 323—EX-
PRESSING THE SENSE OF THE 
SENATE THAT THE UNITED NA-
TIONS AND OTHER INTER-
NATIONAL ORGANIZATIONS 
SHOULD NOT BE ALLOWED TO 
EXERCISE CONTROL OVER THE 
INTERNET 

Mr. COLEMAN (for himself, Mr. WAR-
NER, Mr. PRYOR, Mr. SMITH, Mr. 
DEMINT, Mr. BENNETT, Mr. NELSON of 
Florida, Mr. KYL, Mr. ALLEN, Mr. MAR-
TINEZ, Mr. BUNNING, and Mr. CHAM-
BLISS) submitted the following resolu-
tion; which was considered and agreed 
to: 

S. RES. 323 

Whereas market-based policies and private 
sector leadership have given the Internet the 
flexibility to evolve; 

Whereas given the importance of the Inter-
net to the global economy, it is essential 
that the underlying domain name system 
and technical infrastructure of the Internet 
remain stable and secure; 

Whereas the Internet was created in the 
United States and has flourished under 
United States supervision and oversight, and 
the Federal Government has followed a path 
of transferring Internet control from the de-
fense sector to the civilian sector, including 
the Internet Corporation for Assigned Names 
and Numbers (ICANN) with the goal of full 
privatization; 

Whereas the developing world deserves the 
access to knowledge, services, commerce, 
and communication, the accompanying bene-
fits to economic development, education, 
and health care, and the informed discussion 
that is the bedrock of democratic self-gov-
ernment that the Internet provides; 

Whereas the explosive and hugely bene-
ficial growth of the Internet did not result 
from increased government involvement but 
from the opening of the Internet to com-
merce and private sector innovation; 

Whereas on June 30, 2005, President George 
W. Bush announced that the United States 
intends to maintain its historic role over the 
master ‘‘root zone’’ file of the Internet, 

which lists all authorized top-level Internet 
domains; 

Whereas the recently articulated prin-
ciples of the United States on the domain 
name and addressing system of the Internet 
(DNS) are that— 

(1) the Federal Government will— 
(A) preserve the security and stability of 

the DNS; 
(B) take no action with the potential to ad-

versely affect the effective and efficient op-
eration of the DNS; and 

(C) maintain the historic role of the United 
States regarding modifications to the root 
zone file; 

(2) governments have a legitimate interest 
in the management of country code top level 
domains (ccTLD); 

(3) the United States is committed to 
working with the international community 
to address the concerns of that community 
in accordance with the stability and security 
of the DNS; 

(4) ICANN is the appropriate technical 
manager of the Internet, and the United 
States will continue to provide oversight so 
that ICANN maintains focus and meets its 
core technical mission; and 

(5) dialogue relating to Internet govern-
ance should continue in multiple relevant 
fora, and the United States encourages an 
ongoing dialogue with all stakeholders and 
will continue to support market-based ap-
proaches and private sector leadership; 

Whereas the final report issued by the 
Working Group on Internet Governance 
(WGIG), established by the United Nations 
Secretary General in accordance with a man-
date given during the first World Summit on 
the Information Society, and comprised of 40 
members from governments, private sector, 
and civil society, issued 4 possible models, 1 
of which envisages a Global Internet Council 
that would assume international Internet 
governance; 

Whereas that report contains recommenda-
tions for relegating the private sector and 
nongovernmental organizations to an advi-
sory capacity; 

Whereas the European Union has also pro-
posed transferring control of the Internet, 
including the global allocation of Internet 
Protocol number blocks, procedures for 
changing the root zone file, and rules appli-
cable to DNS, to a ‘‘new model of inter-
national cooperation’’ which could confer 
significant leverage to the Governments of 
Iran, Cuba, and China, and could impose an 
undesirable layer of politicized bureaucracy 
on the operations of the Internet that could 
result in an inadequate response to the rapid 
pace of technological change; 

Whereas some nations that advocate rad-
ical change in the structure of Internet gov-
ernance censor the information available to 
their citizens through the Internet and use 
the Internet as a tool of surveillance to cur-
tail legitimate political discussion and dis-
sent, and other nations operate tele-
communications systems as state-controlled 
monopolies or highly-regulated and highly- 
taxed entities; 

Whereas some nations in support of trans-
ferring Internet governance to an entity af-
filiated with the United Nations, or another 
international entity, might seek to have 
such an entity endorse national policies that 
block access to information, stifle political 
dissent, and maintain outmoded communica-
tions structures; 

Whereas the structure and control of Inter-
net governance has profound implications for 
homeland security, competition and trade, 
democratization, free expression, access to 
information, privacy, and the protection of 
intellectual property, and the threat of some 
nations to take unilateral actions that 
would fracture the root zone file would re-

sult in a less functional Internet with dimin-
ished benefits for all people; 

Whereas in the Declaration of Principles of 
the First World Summit on the Information 
Society, held in Geneva in 2003, delegates 
from 175 nations declared the ‘‘common de-
sire and commitment to build a people-cen-
tered, inclusive and development oriented 
Information Society, where everyone can 
create, access, utilize and share information 
and knowledge’’; 

Whereas delegates at the First World Sum-
mit also reaffirmed, ‘‘as an essential founda-
tion of the Information Society, and as out-
lined in Article 19 of the Universal Declara-
tion of Human Rights, that everyone has the 
right to freedom of opinion and expression’’ 
and that ‘‘this right includes freedom to hold 
opinions without interference and to seek, 
receive and import information and ideas 
through any media and regardless of fron-
tiers’’; 

Whereas the United Nations Secretary 
General has stated the objective of the 2005 
World Summit on the Information Society in 
Tunis is to ensure ‘‘benefits that new infor-
mation and communication technologies, in-
cluding the Internet, can bring to economic 
and social development’’ and that ‘‘to defend 
the Internet is to defend freedom itself’’; and 

Whereas discussions at the November 2005 
World Summit on the Information Society 
may include discussion of transferring con-
trol of the Internet to a new intergovern-
mental entity, and could be the beginning of 
a prolonged international debate regarding 
the future of Internet governance: Now, 
therefore, be it 

Resolved, That the Senate— 
(1) calls on the President to continue to op-

pose any effort to transfer control of the 
Internet to the United Nations or any other 
international entity; 

(2) applauds the President for— 
(A) clearly and forcefully asserting that 

the United States has no present intention of 
relinquishing the historic leadership role the 
United States has played in Internet govern-
ance; and 

(B) articulating a vision of the future of 
the Internet that places privatization over 
politicization with respect to the Internet; 
and 

(3) calls on the President to— 
(A) recognize the need for, and pursue a 

continuing and constructive dialogue with 
the international community on, the future 
of Internet governance; and 

(B) advance the values of an open Internet 
in the broader trade and diplomatic con-
versations of the United States. 

f 

SENATE RESOLUTION 324—EX-
PRESSING SUPPORT FOR THE 
PEOPLE OF SRI LANKA IN THE 
WAKE OF THE TSUNAMI AND 
THE ASSASSINATION OF THE SRI 
LANKAN FOREIGN MINISTER 
AND URGING SUPPORT AND RE-
SPECT FOR FREE AND FAIR 
ELECTIONS IN SRI LANKA 
Mr. MCCAIN (for himself, Mr. BIDEN, 

and Mr. LUGAR) submitted the fol-
lowing resolution; which was consid-
ered and agreed to 

S. RES. 324 

Whereas, on December 26, 2004, Sri Lanka 
was struck by a tsunami that left some 30,000 
dead and hundreds of thousands of people 
homeless; 

Whereas the United States and the world 
community recognized the global impor-
tance of preventing that tragedy from spi-
raling into an uncontrolled disaster and sent 
aid to Sri Lanka to provide immediate relief; 
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